Market Challenge
Today's IT managers for enterprise and government institutions are looking for ways to empower their workforces utilizing mobile devices for far more than email and texting. Employees require file sharing, access to corporate data, and application downloads anytime, virtually anywhere. These activities require that the enterprise and government network is highly secure from malicious attacks while allowing employees to be more productive using their mobile devices.

Overview
Samsung Knox creates a 'defense grade' highly secure environment for your enterprise on your Samsung devices*, so employees can use enterprise apps, store data, and send emails, all while keeping their personal data separate. Employees can use a variety of IT-approved apps inside the container to increase mobility and productivity across the organization.

Samsung Knox puts a protective layer over the Android platform with near real-time kernel protection, on-device encryption, SE for Android, and two-factor biometric authentication, including fingerprint scanners. Samsung Knox is compatible with leading Mobile Device Management (MDM) partners** and Samsung Knox meets specific government security standards, including FIPS 140-2, U.S Dept. of Defense, CESG (UK).

Knox Solutions
Knox Premium – A highly cost effective solution offering cloud-based MDM/EMM and on-device containers. Knox Premium’s easy-to-use web console helps configure systems and devices and is security hardened from hardware to software.

Knox Workspace – Defense-grade security for applications and data that is secured from hardware to software. Knox Workspace must be utilized with either a Samsung Knox Premium license or with a major MDM/EMM platform** and is compatible with any Android application.

Knox Customization – Set of customizing tools and services that include:

- Enhanced SDK for Professional Kiosk
- Advanced Device Configuration

The Future
The Samsung Knox solution is designed to support your enterprise and employees into the future with a platform that will integrate with many types of applications, including:

- Smart home
- Connected car
- Smart health
- Mobile office
- Smart shop
- Smart transportation

To learn more about Samsung Knox, visit www.att.com/mdm or have us contact you.
Benefits

- Separates Corporate and Personal Data creating a more secure environment for your enterprise
- Provides support for flexible add-on’s such as Single Sign-On
- Cloud-based Mobile Device Application Management allows you to deploy, manage and control access to apps via whitelists and blacklists
- Multi-layered device protection helps to keep your business intelligence and network safe from hacking, viruses and unauthorized access

Why AT&T

AT&T offers proven, end-to-end mobility solutions, and assists in providing centralized enforcement of corporate security policies to both AT&T and non-AT&T wireless customers, which helps extend, protect and synchronize security controls beyond the network into the device.

AT&T offers wide, deep expertise in industry vertical mobility needs via dedicated Industry Solutions groups that have an extensive vendor network of best-of-breed hardware, software and SI providers to support your business.

And our Enterprise Care teams are dedicated to supporting business customers.