DDoS attacks can be some of the most disruptive attacks a business experiences. Web servers could crash and may not recover for days bringing applications and revenue to a screeching halt. Hackers use spam, viruses and other malware to crowd out useful traffic on your network, such as business emails or customers visiting websites to place an order, with false traffic.

**Distributed Denial of Service Attacks**

AT&T DDoS Defense Service can provide early detection of service attacks and mitigate attacks before they severely impact your business communications. The service allows you to be proactive versus reactive when helping protect your network against malicious intruders and unauthorized activities.

Organizations who want to better protect their network can obtain AT&T DDoS Defense Service no matter who your network provider is. To be clear, AT&T DDoS Defense Service customers do not need to purchase their network connectivity from AT&T.

For more information about making AT&T DDoS Defense Service part of your multi-level approach to network protection, talk to your AT&T representative, visit [www.att.com/ddos-protection](http://www.att.com/ddos-protection) or call 877.542.8666.