Provide exceptional mobile experiences

NetMotion Mobility from AT&T is a leading intelligentVPN solution for highly secure connectivity and management of mobile deployments. It's designed specifically to help your workers relying on wireless networks and mobile devices to get their jobs done.

Overcome wireless challenges

We can help you overcome the major challenges of mobile computing:

- **Connectivity**: Deliver a resilient, “always-on” connectivity experience that can exceed user expectations.
- **Visibility**: Unleash usage metrics for devices, applications and networks for business intelligence.
- **Control**: Take management control over network access and enterprise resources to give users a customized mobile experience.
- **Diagnostics**: Pinpoint and resolve connectivity issues end-to-end – from the mobile device, across any network to your enterprise and cloud applications.

Potential Benefits

- Highly secure access – simplified
- Increased uptime, reliability & ROI
- Reduced support costs & TCO
- Network condition based policies
- Effective wireless network and device troubleshooting
- Improved IT service delivery
- Advanced reporting and metrics

Features

- Always-on intelligent VPN security
- Network performance monitoring & diagnostics
- Virtual server deployment
- Optimized performance
- Centralized management & reporting

Persistent connectivity increases efficiency
Transform mobile access
Designed to maximize your mobile users’ experience.

- Control access to applications and devices – for a single user or your entire organization – based on customizable conditions like the time of day, network type, or even application bandwidth requirements.
- Self-diagnose connectivity issues, and at the press of a button, analyze every data hop between devices and application servers to solve the problem.
- Optimize data delivery for faster throughput across even the most bandwidth constrained network.

Transforms mobile access for both mobile users and the IT support team entrusted to manage and support them.

Network Access Control (NAC) modules query subscribed Windows devices (only) to determine whether they have adequate security measures in place before allowing connectivity and granting access to applications and data.

In conjunction with NetMotion Mobility, we offer a way to prioritize your business data with a new service called AT&T Dynamic Traffic Management, which enables organizations to receive a prioritized experience over other commercial traffic. By integrating with NetMotion Mobility, companies can now intelligently tag and mark encrypted and unencrypted applications as “business-critical,” “best effort,” or “ignore”. This Quality of Service (QoS) pairing with NetMotion, lets you identify the applications that are most critical to your business and intelligently prioritize access based on the network conditions.

Extensive platform support
Platform support is available for iPhone and iPad on iOS 8.0 or newer, Mac (running OS X El Capitan and later), Android devices (running on Android 4.0 or later), Android for Work, SamsungKNOX, and Windows Pro Tablets, as well as devices running Windows 7, 8, and 10.

NetMotion Mobility from AT&T
Pricing options to fit your needs;

<table>
<thead>
<tr>
<th>NetMotion Mobility Subscription Pricing</th>
</tr>
</thead>
<tbody>
<tr>
<td><strong>Includes</strong></td>
</tr>
<tr>
<td>Mobility software for supported Windows, Android and iOS operating systems</td>
</tr>
<tr>
<td>FirstNet customer purchasing Mobility only (without Policy, Analytics &amp; NAC product modules) will receive a price of $6 per license per month, includes compliant support for Criminal Justice Information Services (CJIS) i.e. two factor authentication, and Premium support and maintenance.</td>
</tr>
<tr>
<td><strong>$995 per device per month</strong></td>
</tr>
<tr>
<td>Policy, Analytics and NAC product modules</td>
</tr>
<tr>
<td>Premium support and maintenance</td>
</tr>
<tr>
<td>Free upgrades to new versions</td>
</tr>
</tbody>
</table>

* One year commitment required. 50% early termination fee applies if canceled before contract end date.

<table>
<thead>
<tr>
<th>NetMotion Mobility Perpetual Universal License</th>
</tr>
</thead>
<tbody>
<tr>
<td>Perpetual pricing is quoted as a per-device cost, with pricing based on the number of licenses purchased. It includes Policy, Network Access Controls and Analytics. Universal License means it includes all compatible operating systems and mobility features.</td>
</tr>
</tbody>
</table>

<table>
<thead>
<tr>
<th>Number of Licenses</th>
<th>Price Per Device</th>
</tr>
</thead>
<tbody>
<tr>
<td>25-99</td>
<td>$315</td>
</tr>
<tr>
<td>100-249</td>
<td>$240</td>
</tr>
<tr>
<td>250-499</td>
<td>$225</td>
</tr>
<tr>
<td>500-999</td>
<td>$210</td>
</tr>
<tr>
<td>1st 1,000</td>
<td>$160</td>
</tr>
<tr>
<td>1,000 +</td>
<td>$110</td>
</tr>
</tbody>
</table>

Server License fee is $5,000. The server license fee is waived if the customer purchases 1,000 or more licenses.
Policy, Network Access Control (NAC) and Analytics may be purchased separately. NAC can only be used on Windows.
Maintenance

Premium Maintenance includes

• 24x7 Technical Support
• Response times based on severity level
• Major upgrades to software at no additional charge
  for organizations that currently subscribe to the
  latest version of software
• Minor upgrades and maintenance releases
• Access to tech notes and web-based support

Important Information

• The Solution is available for use with multiple network service providers. Only Customer Responsibility Users ("CRUs") are eligible to participate in the Solution.
• All prices are subject to applicable taxes and surcharges. All fees paid are non-refundable. A minimum of 25 licenses is required.
• Wireless coverage is not available in all areas. Due to wireless coverage and system limitations, the service may not be accessible at all times. Coverage is subject to transmission limitations and terrain, systems, and other limitations. When outside a coverage area, access will be limited to information previously downloaded to or resident on a device. Wi-Fi coverage for Mobility requires Wi-Fi reception and a Wi-Fi enabled device. Environmental or other factors may limit Wi-Fi coverage. AT&T Mobility coverage maps are available at [http://www.att.com/maps/wireless-coverage/](http://www.att.com/maps/wireless-coverage/).
• With respect to use of the Solution with devices subscribed to non-AT&T wireless providers, Customer is responsible for ensuring that Customer, its applicable end users and the Solution comply with all applicable terms of service of such other wireless carrier(s). All associated voice, messaging and data usage will be subject to the applicable rates and terms of such other wireless carrier(s). Refer to applicable wireless carrier(s) for such rates, terms and conditions.
• Availability, security, speed, timeliness, accuracy and reliability of the Solution are not guaranteed by AT&T and AT&T disclaims all liability related to or arising out of Customer’s use of the Solution.
• Exclusive Remedy - Customer’s sole and exclusive remedy for any damages, losses, claims, costs and expenses arising out of or relating to use of the Solution will be termination of service.
• AT&T reserves the right to (i) modify or discontinue the Solution in whole or in part and/or (ii) terminate the Solution at any time without cause.
• End User License Agreement ("EULA") - The Solution is subject to a separate EULA with NetMotion found at [https://www.netmotionsoftware.com/legal-and-copyright/](https://www.netmotionsoftware.com/legal-and-copyright/). AT&T is not a party to this agreement. Customer’s use of the Solution is deemed to be Customer’s acceptance of the terms of the EULA. Customer must accept the EULA as the party liable for each CRU, and agrees that the CRUs will comply with the obligations under the EULA.
• AT&T reserves the right to (i) modify or discontinue the Solution in whole or in part and/or (ii) terminate the Solution at any time without cause.
• Exclusive Remedy - Customer’s sole and exclusive remedy for any damages, losses, claims, costs and expenses arising out of or relating to use of the Solution will be termination of service.
• Data Privacy - Customer Personal Data may be transferred to or accessible by (i) AT&T personnel around the world (ii) third-parties who act on AT&T's or AT&T's supplier's behalf as subcontractors; and (iii) third-parties (such as courts, law enforcement or regulatory authorities) where required by law. Customer will only provide or make Customer Personal Data accessible when Customer has the legal authority to do so and for which it has obtained the necessary consents from its end users, and will camouflage or securely encrypt Customer Personal Data in a manner compatible with the Solution. As used in this Service Guide, the term Customer Personal Data includes, without limitation, name, phone number, email address, wireless location information or any other information that identifies or could reasonably be used to identify Customer or its end users. Customer is responsible for providing end users with clear notice of AT&T’s and Customer’s collection and use of Customer Personal Data obtained via the Solution and for obtaining appropriate end user consent to that collection and use. Customer may satisfy its notification requirements as to AT&T by advising end users in writing that AT&T and its suppliers may collect and use Customer Personal Data by providing for end user review the relevant links to the Product Brief and to AT&T’s Privacy Policy at [http://www.att.com/gen/privacy-policy?pid=2506](http://www.att.com/gen/privacy-policy?pid=2506).

For more information contact a representative or visit [www.att.com/netmotion](http://www.att.com/netmotion)